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Abstract of the contribution: The discussion paper provides input on the UPCON consolidated stage 1 requirements in order to allow SA2 to have a consensus on the solution approaches in stage 2

1. Introduction

SA1 has approved normative UPCON requirements within clause 27 of 3GPP TS 22.101. The requirements are split into requirements for prioritising traffic, reducing traffic and limiting traffic based on the 13 use cases agreed in the UPCON TR (3GPP TR 22.805 v12.1.0). 
This discussion paper provides background information on the SA1 use cases and requirements in order for SA2 to have a common understanding on the solutions scope in the stage 2 TR.
2. Discussion on stage 1 use cases and requirements
Discussion on what is user plane RAN congestion
Two cases have been defined where user plane RAN congestion may occur:
· Congestion due to cell capacity; In such a case a particular cell is not able to support additional UE generated traffic load.
· Congestion due to RAN backhaul capacity; In such a case the user plane traffic load created by multiple UEs attached in different cells cannot be sustained in the RAN backhaul. For example, for E-UTRA the user plane traffic generated via S1-U cannot be maintained by the eNodeB or for UTRAN the user plane traffic generated between the RNC and the SGSN cannot be maintained by the RNC.

Discussion on reactive vs proactive user plane RAN congestion mitigation
Reactive vs proactive approaches for combating user plane RAN congestion have been one of the main discussions during the TR phase in SA1. It is important to note that main objective of UPCON is to provide requirements for scenarios where congestion can last for several minutes or more which accounts for the 10% of the user plane congestion cases. SA1 has agreed that the network has currently the capability to cope with fast load changing congestion situations, i.e. short duration of congestion of several seconds, which account for the 90% of all congestion cases. This is also reflected in the normative requirements of 3GPP TS 22.101 v12.1.0 where it is clarified that a short duration burst of user plane traffic should not be identified as RAN congestion.
From the use cases agreed in TR 22.805 most use cases describe scenarios where actual congestion has occurred, where the network can effectively reduce the RAN congestion by, for example, throttling data rate of heavy applications. For example:

· Use case 2 (user level control): When congestion occurs traffic of heavy users is adjusted (taking into account subscription profile). Requirement c) in clause 27.3 of 3GPP TS 22.101. 
· Use cases 3, 5, 12 (application data rate control): When congestion occurs the data rate of heavy applications is adjusted (taking into account subscription profile). Requirement a) in clause 27.3 and requirement d) in clause 27.4 of 3GPP TS 22.101.
· Use case 6 (content delivery based on congestion status): When congestion occurs push services are deferred. Requirement a) in clause 27.5 of 3GPP TS 22.101.
· Use case 7 (traffic compression): Based on the congestion load, traffic compression mechanisms are enforced. Requirement b) in clause 27.4 of 3GPP TS 22.101.
· Use case 8 (limiting unattended data traffic): When congestion occurs the network can have the choice of limiting data traffic from non-user initiated applications. Requirement b) in clause 27.5 of 3GPP TS 22.101.
· Use case 9 (video/audio transcoding): Based on the congestion load the network can have the choice of reducing the data traffic created by video/audio application by re-negotiating the codec used. Requirements b) & c) in clause 27.4 of 3GPP TS 22.101.
The majority of use cases described above (e.g. traffic compression, transcoding, etc.) can only be addressed with a reactive approach where the network, once congestion has been identified, can resolve long-duration congestion situations through traffic prioritization, traffic reduction (i.e. data rate adjustment) or traffic limiting (i.e. denying traffic) procedures taking into account the subscription profile of the user (subscription profile is taken into account to ensure that the QoE of all users is not affected). 
Proactive measures have the disadvantage of not being able to take into account a key parameter for congestion mitigation according to SA1 requirements, which is user and application related information that includes:

· User behaviour during congestion (e.g. user may be downloading a large file, contributing to the congestion in the RAN)

· User subscription (e.g. user may have a gold subscription where no congestion mitigation measures should be applied)

Use case 11 effectively proposes a proactive approach where the network is able to differentiate traffic over the same bearer and prioritise such traffic based on the type of the application. Such approach can effectively manage the overall volume of traffic, e.g. by discarding low priority packets based on packet marking at the gateway, but it would not solve scenarios where a long-duration congestion has occurred (e.g. it would not allow to reduce the encoding rate of video streams, etc.). Proactive approaches can provide congestion mitigation in situations where RAN congestion is rapidly changing allowing the network to control congestion in a timely manner. 

Conclusion1: Effective congestion mitigation measures can be applied by using proactive measures in conjunction with reactive ones.
Discussion on the stage 2 solution assumptions based on the SA1 use cases and the resulting normative requirements
The use cases agreed during the TR phase provide the following points for congestion mitigation solutions:
· There may be a category of subscribers having a service plan that provides prioritized (higher QoS/MBR) access than other subscribers during congestion (see use case 1)
· Once heavy users (or roaming users) are identified and congestion has occurred the traffic of such users is adjusted (e.g. traffic throttling) taking into account the subscription profile (see use case 2)

· Data rate of heavy applications is adjusted during congestion taking into account user related information (see use case 3)
· Based on the application type and the congestion load apply traffic compression or transcoding schemes or deny access to specific applications (uses cases 6, 7, 8, 9)

· Identify, differentiate and prioritize different applications with same QoS attributes, i.e. over the default bearer (see use case 11)
· Apply different charging rates based on the RAN congestion load (use case 10 under discussion)

Conclusion 2: Based on these points it is proposed that all stage 2 RAN congestion mitigation solutions should meet the following criteria:
1. The subscription profile of the user and the RAN congestion load status should be taken into account

2. Congestion mitigation measures should be able to target specific type of users (e.g. heavy users or roaming users)

3. Congestion mitigation measures should be able to target specific application types and their needs (e.g. minimum data rates) 
4. RAN congestion mitigation solutions should be applied over the default bearer (i.e. use of GBR bearers is out of scope of UPCON).

5. Congestion indication measures should be applied only to UEs camped in a congested RAN area (e.g. cell).
3. Conclusions
The objective of this discussion paper is to discuss and agree on the scope of the user plane RAN congestion mitigation solutions within TR 23.705. A separate P-CR is drafted for TR 23.705 (S2-130390) in order to summarise the key assumptions for the congestion mitigation solutions.
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